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[Xianwu Li](“we”, “us”, or “our” ) intend to collect and use your
personal information in compliance with this Privacy Statement(the
“Statement”) to provide you with this [PassGeneration Storage](“App”
or “Service”). This Statement is designed to help you understand how
your data is used, inform you of your rights and how to exercise your
rights.

(1) What information we collect
We may collect the listed information below:
 email address.
 the type and operator of network (such as Mac address).
 behavioral usage of the App.
 device identifiers (such as IDFA, IDFV for Android, GAID for IOS).
 the type, version, brand, language and operating system of device.

(2) How we use your information
We may collect, retain and use your information for the following
purposes:
 to verify your eligibility to our offers of Services.
 to provide, activate and/or renew our Services.
 to promote and market our Services to you.
 to detect fraudulent activities and in relation to other compliance

purposes.
 to perform research or analyses so that we may improve and

optimise the Services.
 to enforce our contractual rights.
 to maintain, enhance and develop our App.
 to comply with applicable laws as may be required by applicable



government authorities, courts, law enforcement, or regulatory or
investigation bodies.

(3) Sharing of personal information
We may disclose personal data to our affiliates, subsidiaries, or third
parties. This disclosure may be required for us to provide you access
to the App, to comply with our legal obligations, to facilitate our
marketing and advertising activities, or to prevent, detect, mitigate,
and investigate fraudulent or illegal activities related to the App. We
may disclose personal information if required to do so by law or in the
good faith belief that such disclosure is reasonably necessary to
respond to subpoenas, court orders, or other legal process.

(4) Retention of your information
We will retain your information in accordance with our internal
policies. Information will only be retained for as long as is necessary
to fulfil the original or directly related purposes for which it was
collected, unless the information is also retained to satisfy any
applicable legal, regulatory or contractual obligations.

(5) Security precautions
The App has stringent security measures in place to protect the loss,
misuse, and alteration of the information under our control. Once your
information is in our possession we adhere to strict security
guidelines, protecting it against unauthorized access.

(6) Protecting children’s privacy
We do not knowingly collect, use, or share information that could
reasonably be used to identify children under age 13 without prior
parental consent or consistent with applicable law.



(7) Your privacy rights
 At any time, you can request a copy of your data.
 You have the right to correct your data when it is inaccurate or

incomplete.
 At any time, you may withdraw your consent.
 You can request the deletion of your data.

(8) Links to other sites
The App links to other websites that may collect personally
identifiable information about you. We are not responsible for the
privacy practices or the content of those linked websites. We suggest
you read the linked websites’ privacy policies before you summit any
information to them.
 Facebook:

https://www.facebook.com/privacy/policy/?entry_point=comet_
dropdown

 Google AdMob & Firebase: https://policies.google.com/privacy

(9) Contact
If you have any questions about this document, please contact:
By mail:[19372124832@163.com]

(10) Changes
We are entitled to change this Statement at any time. We recommend
that you consult this Statement on a regular basis or contact us if you
have any questions. Using our Services following such a change
means that you accept any changes.
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